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End of life means no longer
patched and supported by vendor

Enumerated List of Devices
1. Rockwell PLC
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Calculate Risk to Your Control System?

= Vulnerability (matched to CVSS score)

= Mission Criticality (how important is the asset to the overall network)

= Accessibility (network location, communication with risky assets or zones, etc)
= Infection (ability to spread malicious content to other assets)

= Threat (has it been exploited in the wild)
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